# APPLICATION

# & NGINX (Frontend Security)

**การบำรุงรักษาตรวจสอบ APPLICATION & NGINX (FRONTEND SECURITY) ประกอบด้วย การตรวจสอบสถานะภาพรวมคำขอที่ส่งไปยังเซิร์ฟเวอร์ ระยะเวลาในการดาวน์โหลดหน้าเว็บโดยเฉลี่ย เพื่อบำรุงรักษาและตรวจสอบระบบเชิงป้องกัน ก่อนที่จะเกิดปัญหา และสำรวจประสิทธิภาพการดาวน์โหลดหน้าจอระบบ**

ภาพรวมคำขอที่ส่งไปยังเซิร์ฟเวอร์

Overall Requests Status

|  |  |  |  |  |
| --- | --- | --- | --- | --- |
| **Total Requests** |  | **Valid Requests** |  | **Failed Requests** |
|  |  |  |  |  |
| **(Hits)** |  | **(Hits)** |  | **(Hits)** |

จำนวน IP ที่ส่งคำขอยังไปเซิร์ฟเวอร์

Top 5 ผู้ใช้งานที่พยายามส่งคำขอเข้ามาในระบบและถูกปฏิเสธ

|  |
| --- |
|  |

คำแนะนำ Suggestion

ควรระงับ IP ที่ถูกปฏิเสธโดยระบ

Top 5 ผู้ใช้งานในแต่ละประเทศที่ส่งคำขอเข้ามาในระบบมากกว่าค่าเฉลี่ย

|  |
| --- |
|  |

AVG Hits Per Visitor = <avg\_hits> (การใช้งานปกติ Hit เฉลี่ยอยู่ที่ <avg\_hits>)

คำแนะนำ Suggestion

ควรตรวจสอบ IP ที่ส่งคำขอเข้ามาในระบบมากกว่า

Referrers URL

Top 5 ระยะเวลาโหลดหน้าเว็บเฉลี่ย

|  |
| --- |
|  |

หมายเหตุ : ระยะเวลาโหลดหน้าเว็บเฉลี่ย อาจจะเกิดจากความเสถียรของ Internet ของผู้ใช้งาน

คำแนะนำ Suggestion

ควรตรวจสอบปัจจัยที่ส่งผลกระทบต่อการโหลดหน้าเว็บไซต์ ได้แก่ การประเมินประสิทธิภาพของ Code, เครื่องมือที่ใช้ในการพัฒนา, การเชื่อมต่อฐานข้อมูล หรือตรวจสอบประสิทธิ ภาพของเซิร์ฟเวอร์ และการจัดการทรัพยากร เป็นต้น